
D
etection A

ccuracy

Isolation Speed

Ransomware is an unavoidable threat which continues to skyrocket in frequency in 
2022. A ransomware attack means: lost revenue, business downtime, recovery, 

reputational damage, and likely people losing their jobs.

Every 11 seconds 62% $925,000
a business fell victim to a 

ransomware attack

(source: Cybersecurity Ventures)

increase in ransomware 
attacks in 2022

(source:  FBI's Internet Crime Complaint Center)

average range of ransom paid 
in 2022

(source: Palo Alto Networks)

Complimentary to any EDR and other security tools, 
Canauri provides Ransomware Detection & Response 
(RDR). This additional layer of security is critical to any 

security stack to combat this unavoidable threat.

“Ransomware is worsening, 
even more so than we 
predicted,” warns Acronis 

Canauri is faster and more accurate than any other tool on the market.

Detects and stops 
ransomware in 

milliseconds

Very accurate 
detection on 

ransomware attacks

Quick and easy 
installation, typically 

less than 4 hours

Immediately isolates 
device to prevent 

spread

www.canauri.com   |   319-383-0165

For more information or to see how it works, visit 
canauri.com/demo

https://www.acronis.com/en-us/

